
MONTHLY BULLETIN 

ATTENTION: ALL FACILITIES 

UPDATES OCCURRING WITHIN THE CIS THE  

WEEK OF  - MAY 26TH,  2025 

The following solution areas have updates: 

PowerChart Updates - Page 2  

Dragon DMO Update - Page 3 

Privacy Matters Corner…       

CIS Access Audits 

Don't forget that it is important to only access patient information that is pertinent to your 

job and at the time it is needed. Each time you log into CIS, regardless of your role or 

access permissions, your username leaves a footprint of what you are accessing.      

Always ask yourself:  "Do I need to know the information I am accessing in order to    

provide care or perform my work duties at this time?"  More information on assessing the need to know can 

be found here:  https://src.healthpei.ca/sites/src.healthpei.ca/files/ATIP/

Privacy_and_Access_Need_to_Know.pdf 

 

Several different types of CIS access audits can be obtained by Health PEI for various reasons, including: 

• Random audits are conducted each month 

• Person of interest audits are pulled as needed 

• User and/or patient audits may be pulled in response to privacy breach concerns or complaints 

• Patient audits are also pulled as requested by individuals, who have the right to know who has accessed 

their chart 

 

If you have questions regarding this topic, please contact the Access to Information and Privacy (ATIP) team 

at healthprivacy@ihis.org or visit our page on the Staff Resource Centre: https://src.healthpei.ca/ATIP  
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Further Information: 

Bulletins are available for viewing at: http://iis.peigov/cis 

If you have questions please contact ITSS Service Centre: 

Phone 3600 in Charlottetown, (6)-3600 outside   Charlottetown; 

 

PowerChart Updates 
 

Order/iView Updates: 
 
RCU Assessment Orderable  
 
The Restorative Care Unit (RCU) at Prince County Hospital has updated their “Restorative Care Assessment” orderable which 

now has the referral form and pamphlet embedded in the reference text.  Once the form is completed the faxing instructions 

are located on the referral form.  The RCU committee meets on Wednesday to review new referrals so please have it sent in 

before 1300hrs on Wednesdays. 
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Further Information: 

Bulletins are available for viewing at: http://iis.peigov/cis 

If you have questions please contact ITSS Service Centre: 

Phone 3600 in Charlottetown, (6)-3600 outside   Charlottetown; 

 

Reminder for all Dragon Medical One (DMO) users: 
 
The Dragon Medical One (DMO) software upgrade will be completed during the week of May 26th - 30th, 2025 in advance of 

the CIS Code Upgrade. 

 

What you need to know: The push out for the new version of Dragon Medical One 2023.4.0.3  software for all government 

issued computers across Health PEI will occur during the week of May 26th-30th.  

Recommendation: Please watch for an update in further communications. Once indicated, please lave your government issued 

computer turned on overnight with a stable connection to a secure network, or until you see the new icon appear. There will be 

a short-term Dragon (DMO) service disruption (30-60 mins +) for each computer as the software installation occurs.  

 

 

 

 

Users may notice the pop-up and new icons as shown above as the software pushout occurs anytime over a 2 day period. 

Note: All CIS and EMR users will continue using DMO as per their usual processes when using Dragon Medical One, whether 

they are using a personal or government issued computer for documentation. Further information to follow.  
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